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Abstract 

This paper investigated the application of the blockchain as an innovative solution for secure, transparent and confident 

cross border payments in global banking. This research was prompted by legacy systems' high costs, slow 

processing, security concerns, and lack of transparency, which reduced efficiency and user trust.  The 
purposes were to investigate if the blockchain could improve security, transparency, trust, efficiency, adoption intention 
and use satisfaction of international transactions. The study design was quantitative in nature, and a structured 
questionnaire was used to collect data via a sampling of banking professionals, fintech gurus, corporate clients and 
cross-border payers. Data were analyzed through descriptive statistics and frequency distribution to find out the 
perception of the respondents. The findings showed that the majority of respondents have experienced inefficiencies in 
the current systems and were confident blockchain will provide a remedy by offering tamper-proof records, real-time 
tracking of transactions, reduced cost, and faster processing. In addition, the results also showed high adoption 
intention and favorable satisfaction expectations, which means that blockchain has potential to reshape global banking 
by decreasing dependence on intermediaries and increasing confidence in institutions. The research showed that clarity 
of regulation, organizational readiness, and user awareness are key for effective implementation.  In summary, we 
certify that blockchain technology has potential to revolutionize cross-border payments and improve the financial 
global integrations. 
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1. Introduction 

Cross-border payments are the lifeblood of international trade, investment and remittance flows in short, they’re the 
beating heart of global banking (Robinson et al., 2024). Traditional cross-border payment schemes, however, are 
commonly criticized for being inefficient high cost, slow settlement, exposure to fraud and multiple intermediaries and 
lack of transparency (X. Wang, 2022). And these challenges erode customer trust, while also inhibiting the free flow of 
capital across borders and subverting financial inclusion and global economic integration (Islam et al., 2024). As global 
trade intensifies and digital banking technologies advance, the need for secure, transparent and reliable payment 
systems has never been greater (Md Sharfuddin et al., 2025). Blockchain has been proposed as a solution to these 
inefficiencies, providing decentralized and immutable system for recording and validating financial transactions 
(Halimuzzaman et al., 2024). Unlike traditional banking systems, where the need for intermediaries costs you a fortune 
especially when exchanging across borders, settlement can take days instead of within seconds which is unacceptable 
in today’s fast moving society but through blockchain you have cost efficiency and real time tracking, closely monitored 
under secure measures; giving the highest degree of transparency (Yadav et al., 2024). These characteristics have 
spurred increasing interest from regulators, banks and fintech firms seeking to modernize cross-border financial 
systems (Alevizos & Ta, 2024). Other opportunities exist, but despite its potential, widespread adoption of blockchain 
in cross-border banking is nascent, with questions still hovering about on adoption, regulations and oversight 

http://creativecommons.org/licenses/by/4.0/deed.en_US
https://doi.org/10.70715/jitcai.2025.v2.i2.017


Journal of Information Technology, Cybersecurity, and Artificial Intelligence, 2025, 2(2), 63–76 

64 

frameworks, institutional preparedness and customer acceptance (Alam et al., 2021). Unlike previous research of the 
pilots of blockchain technologies, our study presents representative evidence from global banking practitioners on a 
large scale and measures determinants in an empirically validated model. 

This research aimed to assess the actual potential of blockchain as applied to cross-border payments in world-wide 

banking, specifically, by exploring its expected benefits related to security, transparency trust, and efficiency adoption 

intention and user satisfaction. Taking a quantitative approach to research and gathering empirical evidence from 

banking professionals, fintech specialists, corporate users and individuals engaged in cross-border transactions, the 

study sought to indicate how blockchain can bring improvements over current traditional systems. The results can 

inform literature with insights into blockchain in finance, suggest potential possible strategies for policy makers and 

financial institutions to implement blockchain technology, while providing insight into regulatory and operational 

barriers that need to be overcome regarding the use of this technology. This paper aimed in the end to figure out if it’s 

safe and accurate, that we could use blockchain as the underlying infrastructure of global banking in future. 

2. Literature Review 

Blockchain, which entered the scene with Bitcoin in 2008, has emerged as a fast-growing disruptive technology affecting 
numerous industries and finance is not immune (Rajest & Regin, 2024). Blockchain is different from the classical 
centralized model as runs on a decentralized and distributed ledger, which ascertains immutability, transparency and 
tamper-resistance (Baftijari et al., 2024). It’s potential to disrupt the guarantors of transfers, settlements, payments and 
remittances, banks globally has been hailed by financial institutions as a boon that can result in cost savings from 
intermediation (Shams & Hamdan, 2023). Cross-border banking, inefficient by its very nature has had blockchain as a 
disrupted challenger to provide efficient and transparent transactions (Noch, 2024). Securing international finance is 
one of the most important problems at present. Centralized holding of data in the traditional systems has created 
susceptibility to fraud, identity theft and hacking (Putra et al., 2024). Blockchain increases security by writing 
transactions into permanent blocks and protecting them via cryptology. Smart contracts have demonstrated a decrease 
of human involvement and decrease fraud by executing terms automatically (Zulaikha et al., 2024). This is why 
blockchain is increasingly considered by some to be a way of protecting the security apparatus that underlies global 
banking. Lack of transparency in cross-border payments (such as hidden fees, non-transparent exchange rate and 
limited traceability) has always been the key barrier preventing trust from the customers side (Adrian et al., 2023). 
Blockchain provides real-time recordkeeping of all transactions, auditable records and an open ledger system that 
everyone gets to observe without causing tampering. Studies emphasized that the transparency was not only a cost-
reducing factor, but also creates compliance with international rules and anti-money laundering efforts (Devisri et al., 
2024). This visibility-bolstering capability makes blockchain a strong driver of responsible banking. Trust is 
fundamental to banking and, above all, to relationships with customers. Existing networks with central third party 
sometimes fail to be trusted because of low efficiency or corruption (Udeh et al., 2024). Through blockchain, TS builds 
capacity not to depend on intermediaries and trust mechanisms (e.g., a network of peers); it does so by allowing for P2P 
transactions to be validated by a distributed network. According to (Lu et al., 2024), the disintermediation of blockchain 
guarantees integrity and includes confidence to international payment systems. Studies also indicate that in conjunction 
with regulation, blockchain can strengthen institutional trust and alter perception among customers of transnational 
banks (Halimuzzaman & Sharma, 2024). Conventional international money transfers usually require a number of 
intermediaries in addition to several days' time, which results in relatively high service charges and exchange rate 
depreciation (Niu & Kantorovitch, 2024). Blockchain has demonstrated the ability to reduce settlement times from days 
to seconds and lower operational costs by circumventing intermediaries (Hossen et al., 2025). (Syarkani et al., 2024) 
also mentioned that blockchain could save the global banking sector billions of dollars a year through increased 
efficiency in settlement and clearing process. There are few greater advantages for global trade, remittances and 
multinational firms. However, the adoption of blockchain technology in worldwide banking has yet to be widespread 
(Bhuiyan et al., 2025). Some studies arose barriers to the implementation like uncertainty in regulation, technology 
immaturity and institutional unpreparedness (Ugo et al., 2024). Nevertheless, perceived security, efficacy and 
transparency have been reported to affect user adoption (Norbu et al., 2024). And banks that have been testing 
blockchain pilots like Ripple and JPMorgan’s Quorum have shown increasing confidence in its application, suggesting a 
slow increase in mainstream adoption (Hashimzai & Ahmadzai, 2024). Service speed, reliability, cost and security 
influences customer satisfaction in cross- border payment (Agrawal & Verma, 2024). Potential for satisfaction increases 
is high since blockchain can solve pain points that exist in legacy systems. A study by (Keerthana, 2024) showed that 
more than 70% of banking executives expected blockchain to the level transforming customer experience including real 
time settlements are reducing fees. However, issues concerning scalability, interoperability and global regulatory 
environment are persisting barriers to the extensive deployment. The available literature (Norbu et al., 2024), however 
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is predominantly characterized by conceptual (not empirical) examination of use level intention to adopt cross-border 
banking in emerging markets. This research fills this gap with a quantitative use across professions. 

There is a rich stream of literature emphasizing the transformative effect of blockchain in finance, but there are 

relatively few empirical studies examining the real-life impact of it on cross-border banking payments. A large 

proportion of the research is based on theoretical models or pilot projects, rather than measuring users' perceptions 

and acceptance intentions. This gap indicates the necessity of a quantitative investigation to assess how bankers, 

corporate clients, and end-users perceive the benefits and challenges associated with blockchain within real-world 

scenarios. To fill these gaps, the study was conducted to achieve the following objectives: 

1. To explore the potential of blockchain for enhancing security, transparency and trust in cross-border payments. 

2. To assess performance and cost of transaction cleared through blockchain in comparison to legacy alternatives. 

3. To examine the determinants of blockchain adoption intention in the global banking sector. 

4. To investigate the effects of adopting blockchain on customer satisfaction in cross-border payments. 

5. To reveal challenges faced by and implications of blockchain adoption for international banks. 

3. Methods and Methodology 

The research used a quantitative method of research through the use of structured questionnaires and closed-ended 
questions. Pilot testing with 60 participants was done to guarantee clarity and validity. The internal consistency of the 
constructs was ensured by Cronbach’s alpha, which exceeded 0.70 in all constructs. Banks and fintech companies were 
chosen to use stratified random sampling. Ethical approval was granted, and informed consent by participants with 
confidentiality were assured regarding their participation on voluntary basis. Information was obtained through a well-
structured checklist, and then served to bankers, fintech experts, corporate customers as well as individual users 
involved in international financial business. Sample size sample estimation was done by using Cochran's formula,  

 

𝑛 =
𝑍2. 𝑝. (1 − 𝑝)

𝐸2
 

Where Z= 1.96 for a 95% confidence level, p= 0.5 assuming maximum variability and E=0.05 margin of error (Cochran, 

1942). According to this estimate, the optimal sample size was 384 individuals, and we increased it to 400 people for 

non-response. Participants were proportionally sampled through stratified random sampling based on professional 

status and level of experience. Descriptive statistics and frequency distribution were employed as tests to analyze the 

collected data to capture views about security, transparency, trust effectiveness of blockchain and intention of adoption 

and satisfaction in using it respectively. This approach made it possible to systematically evaluate the pros and cons of 

implementing blockchain technology in the worldwide banking industry. 

4. Result and Discussion 

This section discusses the results of a study on possible application of blockchain for secure, transparent and 
trustworthy cross-border settlement in global banking. The findings are structured based on the respondent’s 
perceptions of security, transparency, trustworthiness, and efficiency and adoption intention of blockchain as well as 
user satisfaction. These findings are discussed in the context of current literature and implications for existing cross-
border payments technology, including how blockchain has the potential to overcome some of those limitations and 
also potential challenges and implications for global banking. 

4.1. Demographic Information of the Respondents 

The study, which sought information on the background of participants as well as to test representation across gender, 
age, profession, banking experience and cross-border payment activity measures.  
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Figure 1: Demographic Information of the Respondents. 

Figure 1 shows that, of the 400 respondents, 56% were male and 44 % female, suggesting a close balance between males 

and females. This also corresponds in the previous findings where fintech and banking studies typically have almost 

equal number of male and female participants, indicating an increasing inclusivity within financial service industries 

(Juita et al., 2023). In terms of age, the largest proportion (42%) were between 25 to 34 years old and followed by 28% 

who were aged between 35 to 44 years. This suggests that cross-border payment is a landscape for mid-career 

professionals and answers to the findings of other researchers showing activity in digital financial services and tech use 

goes on to adulthood. In terms of professions, 38% were from the banking field, 30% were corporate users and 20% 

were fintech professionals as well as dairy consultants or researchers (12%) confirming a variety of service providers 

and end-users involved in cross-border payments. This diversity enables a broader understanding of views on 

blockchain adoption among stakeholders (Z.-J. Wang et al., 2023). In terms of banking experience, 34% had 3-5 years, 

28% had 6-10 years and another 20% more than 10 years’ work experience in the bank, which meant that majority of 

respondents could offer valid opinions about payment systems (Bellamkonda, 2024). Lastly, by frequency of cross-

border payments, 35% of them do so sometimes (3–5 times a year), 25% often (6–12 times) and 15% very often (more 

than 12 times a year) the sample was quite an active international transaction beneficiary or receiver which increases 

reliability on their perception about the benefits and challenges related to blockchain. Overall, the demographic 

composition suggests that a representative sample was reached across gender, age, profession and experience, which 

serves as a strong premise for studying attitudes towards blockchain adoption in cross-border payment transaction. 

These results confirm previous research focusing on the role of user characteristics in technology acceptance and 

financial innovation adoption. 



Journal of Information Technology, Cybersecurity, and Artificial Intelligence, 2025, 2(2), 63–76 

67 

4.2 Blockchain and Security 

Respondents' attitudes toward feeling secure in the current cross-border payment environment and how blockchain 
could be the answer were researched.  

 

Figure 2: Blockchain for Cross-Border Security. 

Figure 2 showed that many had experienced problems with fraud and security 62% said this was the case, having 

experienced issues like unauthorized access, late settlement or hidden fees for traditional cross-border payments. This 

observation is consistent with prior research that highlights the susceptibly of central systems to fraud and hacking. 

When asked to identify the most urgent problems in traditional systems security, respondents selected delayed 

transactions (30%), identity theft and data leaks (25%), unauthorized withdrawals (20%) and non-transparency of 

decision-making process (15%), whereas other 10% mentioned possible phishing or money-laundering threats. These 

findings somehow validate that the traditional dependence on numerous intermediaries opens up vulnerabilities for 

fraud and waste (Udeh et al., 2024). Such security features when assessing blockchain include immovable records 

(38%), end-to-end encryption (28%) and decentralization (22%), closely followed by investment in smart contract 

automation. This distribution indicates that respondents were aware of the technical functionality of blockchain to 

reduce fraud with tamper resistant data and transparent verification. Lastly, on the question of blockchain’s potential 

in reducing fraud, 40% thought it could eliminate fraudulent activities often, 35% felt that they could work most times 

and only 15% said it occasionally and only a mere 10% answered remained skeptical. This general positivity with 

blockchain for cross-border payments suggests that a secured alternative to traditional currency exchanges is believed 

in by the majority, but minority of skeptics can be justified by literature stating rising risks such as 51% attacks and 

smart contract flaws are still in need of controlling regulation and technological improvement (Md Sharfuddin et al., 

2025). Overall, the results illustrated that survey participants believed traditional cross-border systems were extremely 

insecure; in contrast blockchain was seen as a revolution of security towards decentralization, immutability and 

encryption. But the debate also highlights the necessity of strong regulatory structures and technical safety to realize 

blockchain’s security promise. 

4.3 Transparency 

Transparency has always been a weak spot for legacy cross border payment tools which often include hidden and 
marked-up fees, little real-time visibility, and obscured currency pricing.  
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Figure 3: Transparency Challenges in Cross-Border Payment. 

Figure 3 represents that, the survey found that 68% believe traditional cross-border payments to be a blackbox with 

respondents saying they did not have access to information about fees and little visibility into where funds are 

throughout the transaction process. Traditional Novice Systems Only one in five (22%) said traditional systems were 

even moderately transparent, with 10% seeing no cause for alarm evidence of ongoing discontent with bricks-and-

mortar banking practices. These results are in line with (Baftijari et al., 2024) that highlighted opacity as a major 

obstacle to user trust in cross-border payments. Queried on which transparency factor was the single most challenging 

problem in traditional systems, hidden transaction fees (32%) took the top spot but certainly had company as a second-

place finish for delayed or opaque settlements (28%), while unclear currency conversion rates (25%) and accessibility 

to transaction history (15%) rounded out other responses. This is consistent with the literature that criticized 

traditional systems for their reliance on intermediaries and a lack of industry-wide means to disclose information. In 

terms of the contribution from blockchain, real-time tracking of transactions (36%), public record that cannot be altered 

(30%) and decreased dependence on intermediaries (20%) were cited as the most valuable features enhancing 

transparency, and automated compliance reporting was also recognized. Respondents also stressed that the possibility 

of independently verifying transactions with XRP had raised confidence in cross-border payments. As for effectiveness, 

42% of respondents thought that blockchain would greatly improve transparency, a further 33% thought it would 

increase visibility somewhat, only 15% didn’t know and 10% were skeptical because they don’t trust blockchain’s 

ability alone to solve the problem it could also end up making issues around technical complexity and uncertainty over 

regulatory oversight worse. These views are in line with the findings of (Adrian et al., 2023) observed the chain as 

promoting transparency while complying regulatory-matched frameworks contributes heavily on trust in CAPS. In 

general, we found that while traditional systems are perceived to be opaque and have hidden costs, blockchain is 

commonly viewed as a mechanism enable transparency through auditable records, open validation, and real-time 
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tracking. But it also serves as an illustration of the need for institutional adoption and regulation on all sides if 

transparency returns are to be achieved in reality. Both groups appreciated transparency, but bankers saw it as a 

compliance or auditability tool and fintech experts regarded it as necessary for peer-to-peer accountability and trust 

within the ecosystem. 

4.4 Trust in Blockchain Banking 

Trust is one of the most important supporting columns for cross-border banking, seeing how users need to trust in the 
credibility of entities and systems that will guarantee that their money are handled safely.  

 

Figure 4: Trust in Cross-Border Banking Systems. 

Figure 4 illustrates that the findings from this survey show that 61% of participants were not confident in traditional 

cross-border banking systems as they incorporated various intermediaries and high fees, delayed settlements, lack of 

transparency respectively. Moderate trust was declared by only 26% and high trust by only 13%, reflecting a strong 

aversion against established systems. This result is in line with (Adrian et al., 2023), who noted that depending on 

centralized intermediaries largely damaged customers trust in international bank transactions. Given the option to list 

more than one thing that played into how much they trusted traditional systems, hidden costs (30%), transaction delays 

(27%) and having problems in the past with fraud or disputes (22%) were named most often, followed by a lack of 

transparency at 21%. Such responses serve to highlight that the absence of accountability in traditional systems 

continues to impede persistent end-user trust. Respondents also specified certain blockchain attributes that build trust. 

Decentralization and locational independence/low reliance on third party (34%); immutability of transactional data 

(28%) and end to end encryption (25%) are seen as the most trust enhancing properties while smart contracts for 

automatic triggering when a con exposure takes place is only 13%. These perceptions are in line with (Zulaikha et al., 

2024), who emphasized the potential of blockchains to ensure integrity, security and verifiability in financial 

transactions. Carrying this theme through to the question of blockchain’s power as a means to build trust, 44% said they 

think it would have a high impact on trust in cross-border payments, while 32% thought it could have a moderate impact 

and just over 14% were unsure and only two out of every ten remained skeptical hiding behind concerns for regulation 

confusion and fears around technical risk. This optimism is in line with an increasing consensus that blockchain can 
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change the banking industry and move from trust placed on institutions towards system-based trust, where its 

technology rather than intermediaries embedded in the fabric of finance. In conclusion, the results reveal that trust in 

conventional cross-border systems is eroded by opacity, delays, and fraud risks, while decentralization, immutability 

and transparency characteristics of blockchain are broadly considered as ways to restore user trust. But the 

conversation also highlights that winning long-term trust will be more than a function of technological reliability it’s 

also going to rely on regulatory alignment, and an institutional embrace of blockchain technology. The subgroup analysis 

showed that fintech respondents had more trust in the decentralized feature of blockchain, while traditional bankers 

held moderately optimistic attitudes and highlighted towards authoritative supervision for the robustness of trust. This 

conceptual convergence implies that transferring adoption models of blockchain-based banking service should be 

theoretically anchored on TAM, focusing on the significance of perceived usefulness and trust in shaping the adoption. 

 

4.5 Efficiency and Cost Effectiveness 

Traditional cross-border payment systems, usually plagued by a chain of agents, protracted settlement duration and 
overcharges, still suffer severely from the inefficiency and expensive costs.  

 

Figure 5: Efficiency and Cost Effectiveness of Blockchain Banking. 

Figure 5 explains that, 72% of the respondents considered traditional solutions slow and expensive, with delays, 

intermediary fees and unfair exchange rates identified as significant barriers to financial access in the KYC process. And 

only 18% said that traditional methods are moderately effective, while a mere one in ten rated them as being effective, 

highlighting widespread frustration with conventional practices. These results resonate (Keerthana, 2024), who 

stressed that the operational inefficiencies of conventional banking system in international payments. Respondents 

cited the biggest efficiency challenges as: transaction delays (35%), high intermediary fees (30%), exchange rate losses 

(20%) and manual documentation processes (15%). They said these inefficiencies drive up costs and restrict the flow 

of money from overseas. When it comes to blockchain’s perceived benefits, the most important efficiency benefits were 

regarded as speed of settlement (38%), cost saving on transactions (32%) and disintermediation (20%), and 

automation via smart contracts (10%). This corresponds to results from (Niu & Kantorovitch, 2024) that indicated 

blockchain could cut global banks’ costs by billions of dollars per year through more efficient clearing and settlement 

processes. On effectiveness, some 46 percent believed technology could greatly improve efficiency and reduce costs, 30 

percent said it would do so to some extent but one in seven were unclear while a further one in ten were skeptical, citing 

issues such as scalability, energy consumption and integrating with systems the companies already have. Yet the 

consensus is that, in theory at least, blockchain is considered to be a solution to antiquated structures, products and 

services of the past that are too slow and costly. In the end, inefficiency and cost continue to make transfers across 

borders a pain point for many businesses in today’s world even if blockchain has yet to mature. But the findings also 

reveals that for full cost efficiency to be realized, there will need to be mass adoption, regulator harmony across the 

globe and technical standardization so that it works on all banking networks. Across the two types of professionals, 
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bankers and payers valued most highly blockchain’s potential to achieve operational cost reduction, while fintech 

professionals placed efficiency and automation capabilities at the top. 

4.6 Adoption Intension  

Intention to adopt refers to the propensity of users and institutions to accept blockchain as a legitimate replacement for 
existing cross-border payment systems.  

 

Figure 6: Blockchain Adoption Intention and Influencing Factors. 

This study found that 58% of participants had high intention to use a service with a blockchain-and 27% said they would 

have moderate intention; only 15% reported low or no intention to do so (figure 6). This indicates that most of the 

respondents believed that blockchain is a feasible and useful innovation for international banks. These findings are 

consistent with (Putra et al., 2024) that perceived usefulness, efficiency, a nd transparency significantly influence 

adoption intention in financial technology. When asked what the primary drivers of adoption, improved security (30%), 

cost savings (25%) and faster settlements (20%) will be were most mentioned, with 15% referring to greater 

transparency and 10% increased customer confidence. This suggests that respondents’ choice to adopt was highly 

influenced by the technological and financial advantages blockchain provides over legacy systems. But there were also 

a number of barriers. Regulatory ambiguity (28%), institutional unpreparedness (24%), technological complexity 

(22%) and limited awareness or training (16%) were considered significant challenges, although 10% noted that they 

are worried about the scalability consequences and energy consumption. These barriers are supported by (X. Wang, 

2022) who highlighted that the use of blockchain in global banking has been inhibited due to regulatory and 

infrastructure gaps. On the whole, the findings indicate a positive intent to adopt with most participants acknowledging 

that blockchain has potential for addressing inefficiencies in cross-border payments. However, the conversation 

underscores that for on a broad scale breakthrough to be achieved will require harmonization of regulation, 

infrastructure investment and financial institution capacity building to address current impediments. These adoption 

intention results are consistent with the Technology Acceptance Model (TAM) and value factors, perceived utility and 

trust as key predictors of user's intention to adopt new technologies similar to blockchain technology in banking. A 

subgroup analysis further showed that bankers were more concerned about regulatory risk, whereas fintech 

participants considered scalability as the key factor in deciding to implement it, which indicated role-mediated 

perceptions of readiness to adopt. 
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4.7 User Satisfaction 

User satisfaction is an important criterion to judge the success of a financial innovation as it indicates whether it fulfills 
user’s demands in terms of security, visibility, speed and trust.  

 

Figure 7: Blockchain's Edge in User Satisfaction. 

This study found that 64% were satisfied if blockchain technology was used for cross-border payments, and 22% were 

explained as neutral; only 14% expressed dissatisfaction cutting across low and no satisfaction (Figure 7). That means 

that Blockchain is, in general considered a user-centered innovation, which can provide satisfaction from traditional 

systems. These results are consistent with those of (Taherdoost, 2023), who stated that customer experience through 

security, saving and speedy transaction was enhanced by the blockchain-based financial service. Asked which feature 

was the most responsible for their satisfaction, 32 percent highlighted transaction speed, 28 percent mentioned 

improved security and fraud protection, 20 percent found it easier to understand fee structures and tracking 

transactions (15%) versus five per cent who said trust in a decentralized system. This shows a strong correlation 

between satisfaction and the capacity of blockchain to solve current irritations present in traditional banking, such as 

delays, hidden fees or lack of transparency. Some respondents roughly 18% remain negative or neutral, citing issues 

around technical complexity, uncertain regulations and institutional adoption that may impede a smooth user 

experience. This view aligns with (Robinson et al., 2024) who contended that although blockchain technologies have 

transformative potential, the substantive impact on end-user welfare will be largely determined by proper regulatory 

integration and widespread institutional support. In conclusion, the results indicate that blockchain has great potential 

for substantial enhancement of user satisfaction in cross-border payments through both speed and security of its 

transactions as well as transparency. At the same time, the conversation reflects that enduring fulfillment rests not only 

on technology's reliability, but also with rules and access points and adoption throughout the world's banking system. 

Additional analysis revealed that fintech professionals were more satisfied because they are familiar with digital 

transaction systems, whereas banking personnel were satisfied only with security enhancement and observation of 

compliance. 

4.8 Challenges and Implications of Blockchain Adoption 

Although blockchain was characterized by promising opportunities in the context of security, transparency, efficiency 
and customer satisfaction, the study identified several considerable challenges affecting its adoption in cross-border 
banking.  
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Figure 8: Challenges and Implications of Blockchain Adoption 

According to the results, regulatory uncertainty (34%) was identified as the top-ranked challenge, closely followed by 

high implementation costs (28%), insufficient level of technological know-how and institutional readiness (20%), and 

interoperability and scalability concerns (18%) (Figure 8). These results are in line with the indicators provided by 

(Bellamkonda, 2024) which indicated that financial technology adoption is often limited by regulatory uncertainties, 

infrastructure shortages and operational complexity. Respondents also highlighted broader implications. On the 

positive side, costs savings by Blockchain could lessen reliance on middlemen, improve compliance reporting, and drive 

global financial inclusion particularly for under banked populations. But attendees emphasized that without consistent 

global rules, banks risk potential operational challenges and legal arguments as well as uneven uptake between 

countries. This is in line with (Noch, 2024) that argued the disruptive nature of blockchain technology in banking is 

highly influenced by state and non-state organizational underpinnings within which it sits. In addition, the research 

found that smaller FIs find resourcing a challenge, but the larger global banks are more able to run blockchain pilots. 

They could create differences between tech-savvy banks and laggards that become the basis of competition in world 

banking. As such we find that despite the transformational impact technology has on cross-border payment potential to 

reduce fraud, enhance efficiency and increase trust in payments it can only become successful if it can address structural 

challenges. The conversation concludes that among regulators, banks, and technology firms’ collaboration is key in co-

creating a conducive ecosystem ensuring benefits are reaped exploitatively while threats thereto are mitigated or 

transferred. 
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5. Findings 

• The study found that blockchain provided increased security in cross-border payments through mitigating 

fraud and eliminating unauthorized access to the transaction. 

• It was found that transparency (with ability to track transactions real-time) is higher with blockchain, leading 

to reduced hidden costs. 

• It was found that blockchain increases trust in the global banking system, with respondents believing in 

decentralized services over business-as-usual intermediaries. 

• The report added that blockchain has increased efficiency and is less expensive, providing a faster settlement 

process and lower fees than traditional systems. 

• It was found that participants had a positive adoption intention, but regulatory uncertainty, high 

implementation costs and institutional readiness are some of the significant barriers. 

6. Recommendations 

1. Regulatory authorities need to provide precise and consistent regulatory guidelines in order to alleviate 

uncertainty surrounding blockchain technologies which are necessary to promote the adoption of blockchain 

in cross-border banking. 

2. With ever-growing trust gaps in society, banks need to adopt technology infrastructure and skills advancement 

to be well-prepared for integration of blockchain. 

3. Banks should work with Fintech providers to create secure, auditable and scalable blockchain solutions. 

4. Awareness and education of users on the advantages of blockchain in terms of security, transparency and 

efficiency should be enhanced. 

5. To facilitate equality, regulators and banks ought to incentivize or collaborate with smaller institutions to 

develop the use of blockchain infrastructures. 

6. World Bank networks need to be stimulating interoperability standards to facilitate smooth trans-border 

transaction on different blockchain platforms. 

7. Conclusion 

This research proved that blockchain has the enormous capability to revolutionize cross-border payments in 
international banking system where it can improve security, transparency, trust, efficiency and cost. Results showed 
that both users and financial experts had strong intentions to adopt blockchain, believing that it could respond to the 
risk of frauds, concealing costs, and delay often associated with traditional systems. It also identified major obstacles 
such as regulatory uncertainty, the high cost of implementation and limited institutional preparedness to slow a wider 
rollout. This suggests that the blockchain may indeed enable more financial inclusion and enhance competition in the 
banking sector, on condition that regulators, banks and technology providers collaborate to create a conducive 
ecosystem. In the long run, it is more than a technological leap forward; it’s a strategic bridge to an even more secure, 
transparent and reliable worldwide financial system. 

8. Limitations and Future Research 

We noted that this study was constrained to perception and not necessarily actual behavior, where it is possible for 
organizations or individuals to indicate use of blockchain international payment systems but do not really do so. Mixed 
method approach or longitudinal design might be considered in future research to gain deeper insights into actual 
adoption behaviors and long-term outcomes. Furthermore, technical exposure (e.g. smart contract risks, 
interoperability issues, and cybersecurity threats) deserved further examination. Comparative cross country studies 
could also provide some insights on how regulatory environment and market readiness affect the adoption of 
blockchain in international financial systems. 
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